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PRIVACY POLICY 
 
 

1.1. S.C. GuardianAngel.NET S.R.L. will keep confidential any kind of information 
provided by the user. The disclosure of the information provided may only be made 
under the conditions mentioned in the Terms and Conditions document. 

1.2. No public statement, promotion, press release or any other form of disclosure to third 
parties shall be made by the Buyer regarding the Order/Contract without the prior 
written consent of the Seller. 

1.3. By submitting information or materials through the App, the User grants the Seller 
unrestricted and irrevocable access to them, the right to use, reproduce, display, modify, 
transmit and distribute such materials or information. The User must also agree that the 
Seller may freely use, for its own purposes, such information, ideas, concepts or 
techniques that it has transmitted via the Application. S.C. GuardianAngel.NET S.R.L. 
will not be subject to any obligations regarding the confidentiality of the information 
sent, unless otherwise specified by the legislation in force. 

1.4. S.C. GuardianAngel.NET S.R.L. processes the personal data of data subjects in full 
compliance with the legal provisions, and these data are transmitted to third parties only 
for the following purposes: 
 
 Conclusion and execution of the service contract; 
 Fulfillment of the legal obligations imposed on GuardianAngel.NET S.R.L. as 

service provider; 
 Exercise of a legitimate interest of the personal data controller. 

 
1.5. In this context, personal data are or could be communicated to the following recipients: 

 
 Central/local public authorities and institutions (e.g. National Health Insurance 

House, police, prosecutors' offices, courts, etc.); 
 Medical laboratories and medical imaging service providers; 
 Employer of the data subject in the case of occupational health services; 
 Family doctors, polyclinic doctors, hospital doctors, emergency services, etc., 

if they are enrolled in the Application and register, facilitate the registration of 
new Users or access User data (only for Users of Services registered by them); 

 Emergency services staff: IGSU, ISU, Fire Brigade, Ambulance, SMURD, 
Mountain Rescue, etc., in medical emergencies; 

 UPU staff, Polyclinics, Hospitals, ATI etc. in situations requiring correct and 
complete information, only with the express consent of Service Us; 
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 Sales partners - natural and legal persons (re-sellers, sales agents) - only the 
data necessary for creating the profile and activating the Service (name, 
surname, phone number, e-mail, wristband ID, stickers and PVC cards); 

 GuardianAngel.NET S.R.L. staff for administration of the Application, 
Website, reporting, User support, etc.; 

 Public or private medical networks enrolled in the system, if they are providers 
of data, own information or Users;  

 Local Public Authorities, Social Assistance Directorates if they purchase the 
Services offered by S.C. GuardianAngel.NET S.R.L. for the persons served - 
only the data necessary for the creation of the profile and activation of the 
Service (name, surname, telephone number, e-mail, bracelet ID, stickers and 
PVC cards); 

 Institutional and organizational partners (Red Cross, NGOs, etc.) - only the data 
needed to create the profile and activate the Service (name, surname, phone 
number, e-mail, bracelet ID), for people who join the ecosystem on their behalf; 

 Software developer(s) (subcontractors) for development, testing, piloting, 
maintenance, etc. (by sampling only). 

 Any other user (person or organization) to whom the User voluntarily shares 
the profile or; 

 Anonymous individuals who can scan the QR on the objects supporting it 
(wristband, stickers, cards, etc.) and have access/view the personal and 
medical data uploaded by the customer in the "public information" area; 
the customer has the flexibility to decide what personal data is uploaded in 
this area, also whether or not to display a QR scan by any anonymous 
person. In case the data is "hidden" from the public area, it is only 
accessible to people and organizations with assigned roles and accounts in 
the ecosystem (carers/guardians of people, people with connected 
profiles/accounts, doctors/emergency staff, hospital doctors, GPs etc). 

 
  

 


